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1. Brute Force Attack
2. What is a Brute Force attack?

A brute force attack uses trial-and-error to guess login info, encryption keys, or find a hidden web page. Hackers work through all possible combinations hoping to guess correctly.

This is an old attack method, but it's still effective and popular with hackers. Because depending on the length and complexity of the password, cracking it can take anywhere from a few seconds to many years.

1. What do hackers gain from Brute Force Attacks?

* Profiting from ads or collecting activity data
* Stealing personal data and valuables
* Spreading malware to cause disruptions
* Hijacking your system for malicious activity
* Ruining a website’s reputation

1. Types of Brute Force Attack

* Simple brute force attacks

Hackers attempt to logically guess your credentials — completely unassisted from software tools or other means. These can reveal extremely simple passwords and PINs. For example, a password that is set as “guest12345”.

* Dictionary attacks

In a standard attack, a hacker chooses a target and runs possible passwords against that username. These are known as dictionary attacks. Dictionary attacks are the most basic tool in brute force attacks. Some hackers run through unabridged dictionaries and augment words with special characters and numerals or use special dictionaries of words, but this type of sequential attack is cumbersome.

* Hybrid brute force attacks

These hackers blend outside means with their logical guesses to attempt a break-in. A hybrid attack usually mixes dictionary and brute force attacks. These attacks are used to figure out combo passwords that mix common words with random characters. A brute force attack example of this nature would include passwords such as NewYork1993 or Spike1234.

* Reverse brute force attacks

Just as the name implies, a reverse brute force attack reverses the attack strategy by starting with a known password. Then hackers search millions of usernames until they find a match. Many of these criminals start with leaked passwords that are available online from existing data breaches.

* Credential stuffing

If a hacker has a username-password combo that works for one website, they’ll try it in tons of others as well. Since users have been known to reuse login info across many websites, they are the exclusive targets of an attack like this.

1. How to Protect passwords

* High encryption rates

To make it harder for brute force attacks to succeed, system administrators should ensure that passwords for their systems are encrypted with the highest encryption rates possible, such as 256-bit encryption. The more bits in the encryption scheme, the harder the password is to crack.

* Salt the hash

Administrators should also randomize password hashes by adding a random string of letters and numbers (called salt) to the password itself. This string should be stored in a separate database and retrieved and added to the password before it's hashed. By salting the hash, users with the same password have different hashes.

* Two-factor authentication (2FA)

Additionally, administrators can require two-step authentication and install an intrusion detection system that detects brute force attacks. This requires users to follow-up a login attempt with a second factor, like a physical USB key or fingerprint biometrics scan.

* Limit number of login re-tries

Limiting the number of attempts also reduces susceptibility to brute-force attacks. For example, allowing three attempts to enter the correct password before locking out the user for several minutes can cause significant delays and cause hackers to move on to easier targets.

* Account lockdown after excessive login attempts

If a hacker can endlessly keep retrying passwords even after a temporary lockout, they can return to try again. Locking the account and requiring the user to contact IT for an unlock will deter this activity. Short lockout timers are more convenient for users, but convenience can be a vulnerability. To balance this, you might consider using the long-term lockdown if there are excessive failed logins after the short one.

* Throttle rate of repeated logins

You can further slow an attacker’s efforts by creating space between each single login attempt. Once a login fails, a timer can deny login until a short amount of time has passed. This will leave lag-time for your real-time monitoring team to spot and work on stopping this threat. Some hackers might stop trying if the wait is not worth it.

* Required Captcha after repeated login attempts

Manual verification does stop robots from brute-forcing their way into your data. Captcha comes in many types, including retyping the text in an image, checking a checkbox, or identifying objects in pictures. Regardless of what you use, you can use this before the first login and after each failed attempt to protect further.

1. Sniffing, Man in the middle
2. What is packet sniffing?

A packet sniffer — also known as a packet analyzer, protocol analyzer or network analyzer — is a piece of hardware or software used to monitor network traffic. These packets are intended for — and addressed to — specific machines, but using a packet sniffer in "promiscuous mode" allows IT professionals, end users or malicious intruders to examine any packet, regardless of destination. It's possible to configure sniffers in two ways. The first is "unfiltered," meaning they will capture all packets possible and write them to a local hard drive for later examination. Next is "filtered" mode, meaning analyzers will only capture packets that contain specific data elements. Packet sniffers can be used on both wired and wireless networks — their efficacy depends on how much they are able to "see" as a result of network security protocols.

1. Risk Factors

Using a sniffer, it's possible to capture almost any information — for example, which websites that a user visits, what is viewed on the site, the contents and destination of any email along with details about any downloaded files. Protocol analyzers are often used by companies to keep track of network use by employees and are also a part of many reputable antivirus software packages. It's worth noting, however, that these analyzers can also be used for malicious purposes. If a user is convinced to download malware-laden email attachments or infected files from a website, it's possible for an unauthorized packet sniffer to be installed on a corporate network.

1. How to prevent sniffing?

Encrypt all the traffic, meaning use HTTPS. This will ensure that even if the traffic is being sniffed, the attacker will not be able to make sense of it. One thing here to be noted is that security work on defense in depth principle. Encrypting he data does not mean that now everything is safe. The attacker might be able to capture a lot of data and run crypto attacks to get something out of it. Use of secured protocols ensures that the traffic is encrypted and renders security for the traffic. Websites using HTTPS protocol are more secure than the ones that use HTTP – how is that achieved? Encryption.

If required, VPN (Virtual Private Networks) can be used to provide secure access to users.

1. DOS
2. What is a DoS attack?

A “denial of service” or DoS attack is used to tie up a website’s resources so that users who need to access the site cannot do so. Many major companies have been the focus of DoS attacks. Because a DoS attack can be easily engineered from nearly any location, finding those responsible can be extremely difficult.

Attackers include hacktivists (hackers whose activity is aimed at promoting a social or political cause), profit-motivated cybercriminals, and nation states.

1. Types of DoS attacks

* Flooding Attacks

Flooding is the more common form DoS attack. It occurs when the attacked system is overwhelmed by large amounts of traffic that the server is unable to handle. The system eventually stops.

* + ICMP flood

Also known as a ping flood — is a type of DoS attack that sends spoofed packets of information that hit every computer in a targeted network, taking advantage of misconfigured network devices.

* + SYN flood

A variation that exploits a vulnerability in the TCP connection sequence. This is often referred to as the three-way handshake connection with the host and the server. Here’s how it works:

The targeted server receives a request to begin the handshake. But, in a SYN flood, the handshake is never completed. That leaves the connected port as occupied and unavailable to process further requests. Meanwhile, the cybercriminal continues to send more and more requests, overwhelming all open ports and shutting down the server.

* Crash Attacks

Crash attacks occur less often, when cybercriminals transmit bugs that exploit flaws in the targeted system. The result? The system crashes.

* DDos Attack

Distributed denial of service (DDoS) attacks represent the next step in the evolution of DoS attacks as a way of disrupting the Internet. Cybercrimininals began using DDoS attacks around 2000. The attacks use large numbers of compromised computers, as well as other electronic devices — such as webcams and smart televisions that make up the ever-increasing Internet of Things — to force the shutdown of the targeted website, server or network.

* Slowloris

Slowloris is a highly-targeted attack, enabling one web server to take down another server, without affecting other services or ports on the target network. Slowloris does this by holding as many connections to the target web server open for as long as possible. It accomplishes this by creating connections to the target server, but sending only a partial request. Slowloris constantly sends more HTTP headers, but never completes a request. The targeted server keeps each of these false connections open. This eventually overflows the maximum concurrent connection pool, and leads to denial of additional connections from legitimate clients.

* Http Flood

In an HTTP flood DDoS attack, the attacker exploits seemingly-legitimate HTTP GET or POST requests to attack a web server or application. HTTP floods do not use malformed packets, spoofing or reflection techniques, and require less bandwidth than other attacks to bring down the targeted site or server. The attack is most effective when it forces the server or application to allocate the maximum resources possible in response to every single request.

1. How to prevent

* Dynamic IP restrictions

The Dynamic IP Restrictions Extension for IIS provides IT Professionals and Hosters a configurable module that helps mitigate or block Denial of Service Attacks or cracking of passwords through Brute-force by temporarily blocking Internet Protocol (IP) addresses of HTTP clients who follow a pattern that could be conducive to one of such attacks.

* Throttling

Limit a request to once in a set amount of seconds, thus limiting the possibility for DoS attacks. Based on IP from which the request was sent.

1. XSS and Script Upload
2. What is Cross Site Scripting

Cross site scripting is the injection of malicious code in a web application, usually, Javascript but could also be CSS or HTML. When attackers manage to inject code into your web application, this code often gets also saved in a database. This means every user could be affected by this. For example, if an attacker manages to inject Javascript into the product name on Amazon. Every user who opens the infected product would load the malicious code.

1. Consequences of XSS Attacks
   * Attackers could read your cookies and therefore gain access to your private accounts like social media or bank.
   * Users may be redirected to malicious sites.
   * Attackers could modify the layout of the website to lure users into unintentional actions.
   * Users could be annoyed which will lead to damage to your reputation and probably a loss of revenue.
   * Often used in combination with other attacks like cross site request forgery (CSRF).
2. Best Practices against Cross Site Scripting Attacks
   * Validate every user input, either reject or sanitize unknown character, for example, < or > which can be used to create.
   * Test every input from an external source.
   * Use HttpOnly for cookies so it is not readable by Javascript (therefore an attacker can’t use Javascript to read your cookies).
   * Use markdown instead of HTML editors.
3. Cross Site Scripting in ASP .NET Core

ASP .NET Core Is already pretty safe out of the box due to automatically encoding HTML, for example < gets encoded into &lt. As long as you are using the recommended way to access, input and show information, you should be safe.

1. Ransomeware
2. What is Ransomware?

Ransomware is a type of malware from cryptovirology that threatens to publish the victim's data or perpetually block access to it unless a ransom is paid. While some simple ransomware may lock the system so that it is not difficult for a knowledgeable person to reverse, more advanced malware uses a technique called cryptoviral extortion. It encrypts the victim's files, making them inaccessible, and demands a ransom payment to decrypt them. In a properly implemented cryptoviral extortion attack, recovering the files without the decryption key is an intractable problem – and difficult to trace digital currencies such as paysafecard or Bitcoin and other cryptocurrencies are used for the ransoms, making tracing and prosecuting the perpetrators difficult. Ransomware attacks are typically carried out using a Trojan disguised as a legitimate file that the user is tricked into downloading or opening when it arrives as an email attachment. However, one high-profile example, the WannaCry worm, traveled automatically between computers without user interaction.

1. Types of Ransomware

* Encrypting ransomware

The first known malware extortion attack, the "AIDS Trojan" written by Joseph Popp in 1989, had a design failure so severe it was not necessary to pay the extortionist at all. Its payload hid the files on the hard drive and encrypted only their names.

* Non-encrypting Ransomware

In August 2010, Russian authorities arrested nine individuals connected to a ransomware Trojan known as WinLock. WinLock did not use encryption. Instead, WinLock restricted access to the system, asking users to pay, to receive a code that could unlock the machine.

* Exfiltration (Leakware / Doxware)

The converse of ransomware is a cryptovirology attack invented by Adam L. Young that threatens to publish stolen information from the victim's computer system rather than deny the victim access to it. In a leakware attack, malware exfiltrates sensitive host data either to the attacker or alternatively, to remote instances of the malware, and the attacker threatens to publish the victim's data unless a ransom is paid.

* Mobile ransomware

With the increased popularity of ransomware on PC platforms, ransomware targeting mobile operating systems has also proliferated. Typically, mobile ransomware payloads are blockers, as there is little incentive to encrypt data since it can be easily restored via online synchronization.

1. Mitigation of Ransomware

Using software or other security policies to block known payloads from launching will help to prevent infection, but will not protect against all attacks. As such, having a proper backup solution is a critical component to defending against ransomware. Note that, because many ransomware attackers will not only encrypt the victim's live machine but it will also attempt to delete any hot backups stored locally or on accessible over the network on a NAS, it's also critical to maintain "offline" backups of data. Moreover, if using a NAS or Cloud storage, then the computer should have append-only permission to the destination storage, such that it cannot delete or overwrite previous backups. Installing security updates issued by software vendors can mitigate the vulnerabilities leveraged by certain strains to propagate. Also important is keeping critical computers isolated from networks.

1. SQL Injection
2. What is an SQL Injection?

SQL injection is one of the most common web hacking techniques, potentially able to destroy your database. SQL injection is the placement of malicious code in SQL statements, via web page input. SQL injection usually occurs when you ask a user for input, like their username/userid, and instead of a name/id, the user gives you an SQL statement that you will unknowingly run on your database.

Most common SQL Injection types:

* + Incorrectly filtered Data

This form of injection occurs when user input is not filtered for escape characters and is then passed into an SQL statement. This results in the potential manipulation of the statements performed on the database by the end-user of the application.
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* + Blind SQL injection

Blind SQL injection is used when a web application is vulnerable to an SQL injection but the results of the injection are not visible to the attacker. The page with the vulnerability may not be one that displays data but will display differently depending on the results of a logical statement injected into the legitimate SQL statement called for that page.

![](data:image/png;base64,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)

* + Second order SQL injection

Second order SQL injection occurs when submitted values contain malicious commands that are stored rather than executed immediately. In some cases, the application may correctly encode an SQL statement and store it as valid SQL. Then, another part of that application without controls to protect against SQL injection might execute that stored SQL statement.

1. How to protect against SQL Injection

Checking every query made to the back end, before it is run as a SQL query is the best way to defend your app.

Escaping every special and SQL character is one way to defend against Injections.

Another good way is pattern check. Adding pattern check to strings that we expect to be a certain way every time good be a good defense, for example, adding pattern to a date field returning a string, or a name field expecting only a-z and A-Z.

Most common web languages already check for those queries, when used correctly.

For example, ASP.NET has a smart parameterized way of executing SQL queries, checking each parameter to ensure that it is correct for its column and are treated literally, and not as part of the SQL to be executed.

1. Cross site request forgery
2. What is CSRF?

An attack that forces an end user to execute unwanted actions on a web application in which they’re currently authenticated. With a little help of social engineering (such as sending a link via email or chat), an attacker may trick the users of a web application into executing actions of the attacker’s choosing. If the victim is a normal user, a successful CSRF attack can force the user to perform state changing requests like transferring funds, changing their email address, and so forth. If the victim is an administrative account, CSRF can compromise the entire web application.

1. Types of CSRF Attacks
   * GET scenario

The exploit URL can be disguised as an ordinary link, encouraging the victim to click it, sending the GET forged by the hacker.

* + POST scenario

The only difference between GET and POST attacks is how the attack is being executed by the victim. Such a request cannot be delivered using standard A or IMG tags, but can be delivered using a FORM tags. This form will require the user to click on the submit button, but this can be also executed automatically using JavaScript

* + Other HTTP methods

Modern web application APIs frequently use other HTTP methods, such as PUT or DELETE. Let’s assume the vulnerable bank uses PUT that takes a JSON block as an argument. Fortunately, this request will not be executed by modern web browsers thanks to same-origin policy restrictions. This restriction is enabled by default unless the target web site explicitly opens up cross-origin requests from the attacker’s (or everyone’s) origin by using CORS with the following header.

1. Defend against CSRF

As said above modern browsers already have some level of defense against CSRF by using CORS policy. Many modern frameworks or languages have implemented other types of defenses.

For example, ASP.NET has implemented its own Anti Forgery Token. This method adds the hidden form field and also sets the cookie token.

Most CSRF attacks are based on social engineering and therefore if the site exposes as little to no data the hacker will have a hard time to replicate the POST or GET requests.

Гитхъб с имплементацията на защити: https://github.com/Vvarbanov/RealEstateManager/tree/project